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Office of the Secretary of Defense § 249.6 

permitting, DoD public release activi-
ties shall arrange review of the papers 
and 

(1) Inform the author that the De-
partment of Defense has no objection 
to public presentation or 

(2) Inform the author that the De-
partment of Defense advises that pres-
entation in a public forum would not 
be in the interest of national security, 
and provide appropriate reasons for the 
determination. The clearance for pub-
lic presentation, paragraph (f)(1) of this 
section, satisfies an exemption from re-
quirements for government review 
under the International Traffic in 
Arms Regulations. The latter deter-
mination, paragraph (f)(2) of this sec-
tion, does not legally bar presentation. 
It is an advisory statement that, for 
the presentation concerned, Depart-
ment of Defense is not providing the 
authority for public release. Such DoD 
action does not preclude recourse by 
the author through normal State De-
partment export license procedures. 

(g) Submission procedures. (1) Authors 
shall submit full text and/or abstract of 
paper for review before submitting it to 
conference organizers. Clearance of ab-
stract does not satisfy any requirement 
for clearance of the full paper. Re-
quests for review shall identify the 
conference sponsor(s), site, and access 
restrictions specified by the session or-
ganizers, and shall state whether the 
paper is for presentation at a session 
that is to be unclassified with unlim-
ited access, unclassified with limited 
access, or classified. Level of classifica-
tion and access restrictions shall be 
specified, where appropriate. 

(2) Papers shall be submitted for pub-
lic and/or foreign disclosure clearance 
in sufficient time to allow adequate re-
view and possible revision. Authors 
should allow adequate time for their 
presentation to reach the appropriate 
review authority in addition to the re-
view targets set in paragraph (e)(2) of 
this section. 

(3) At time of submission of the full 
text of the presentation to the Con-
ference Program Committee, authors 
should state that their papers have 
been approved for presentation at the 
meeting and specify the security level 
of degree of access control required. 
When submitting abstracts that have 

been cleared for release, authors should 
indicate when and what kind of ap-
proval is expected on the presentation 
in its final form. 

(h) In accordance with DoD Directive 
3200.12, copies of proceedings and/or re-
prints of papers sponsored by the De-
partment of Defense for all scientific 
and technical meetings will be pro-
vided to the Defense Technical Infor-
mation Center, Defense Logistics Agen-
cy, Cameron Station, Alexandria, VA 
22304 for secondary distribution. 

§ 249.6 Responsibilities. 

(a) The Under Secretary of Defense for 
Acquisition (USD(A)) shall be respon-
sible for implementing this part. 

(b) The Deputy Under Secretary of De-
fense for Research and Advanced Tech-
nology shall: 

(1) Administer and monitor compli-
ance with this part. 

(2) Provide, when necessary, tech-
nical assistance to DoD Components in 
determining sufficiency of protection 
of unclassified technical information 
that is to be presented at meetings. 

(3) Provide, upon request, informa-
tion and advice regarding controls on 
unclassified DoD information to sci-
entific and engineering societies and 
professional associations. 

(c) The Under Secretary of Defense for 
Policy (USD(P)) shall develop and pro-
mulgate, as required, policy guidance 
to DoD Components for implementing 
this instruction. 

(d) The Deputy Under Secretary for De-
fense (Policy) (DUSD(P)) shall establish 
and monitor compliance with policies 
and procedures for disclosure of classi-
fied information at meetings. 

(e) The Heads of DoD Components 
shall: 

(1) Promulgate this part within 180 
days. 

(2) Designate an individual who will 
be responsible for reviewing and ap-
proving requests for export-controlled 
meetings outside the United States, 
and for ensuring compliance with this 
part. 
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1 Canadian contractors may be qualified in 
accordance with this part for technical data 
that do not require a license for export to 
Canada under 22 CFR 125.12 of the ITAR and 
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§ 250.1 Purpose. 
This part establishes policy, pre-

scribes procedures, and assigns respon-
sibilities for the dissemination and 
withholding of technical data. 

§ 250.2 Applicability and scope. 
(a) This part applies to: 
(1) All unclassified technical data 

with military or space application in 
the possession of, or under the control 
of, a DoD Component which may not be 
exported lawfully without an approval, 
authorization, or license under E.O. 
12470 or the Arms Export Control Act. 
However, the application of this part is 
limited only to such technical data 
that disclose critical technology with 
military or space application. The re-
lease of other technical data shall be 
accomplished in accordance with DoD 
Instruction 5200.21 and DoD 5400.7–R. 

(2) The Office of the Secretary of De-
fense (OSD) and activities support ad-
ministratively by OSD, the Military 
Departments, the Organization of the 
Joint Chiefs of Staff, the Defense Agen-
cies, and the Unified and Specified 
Commands (hereafter referred to col-
lectively as ‘‘DoD Components’’). 

(b) This part does not: 
(1) Modify or supplant the regula-

tions promulgated under E.O. 12470 or 
the Arms Export Control Act gov-
erning the export of technical data, 
that is, 15 CFR part 379 of the Export 
Administration Regulations (EAR) and 

22 CFR part 125 of the International 
Traffic in Arms Regulations (ITAR). 

(2) Introduce any additional controls 
on the dissemination of technical data 
by private enterprises or individuals 
beyond those specified by export con-
trol laws and regulations or in con-
tracts or other mutual agreements, in-
cluding certifications made pursuant 
to § 250.3(a). Accordingly, the mere fact 
that the Department of Defense may 
possess such data does not in itself pro-
vide a basis for control of such data 
pursuant to this part. 

(3) Introduce any controls on the dis-
semination of scientific, educational, 
or other data that qualify for General 
License GTDA under 15 CFR 379.3 of 
the EAR (see § 250.7) or for general ex-
emptions under 22 CFR 125.11 of the 
ITAR (see § 250.8). 

(4) Alter the responsibilities of DoD 
Components to protect proprietary 
data of a private party in which the 
Department of Defense has ‘‘limited 
rights’’ or ‘‘restricted rights’’ (as de-
fined in 32 CFR 9–201(c) and 9–601(j) of 
the DoD Acquisition Regulation, or 
which are authorized to be withheld 
from public disclosure under 5 U.S.C. 
552(b)(4). 

(5) Pertain to, or affect, the release of 
technical data by DoD Components to 
foreign governments, international or-
ganizations, or their respective rep-
resentatives or contractors, pursuant 
to official agreements or formal ar-
rangements with the U.S. Government, 
or pursuant to U.S. Government-li-
censed transactions involving such en-
tities or individuals. In the absence of 
such U.S. Government-sanctioned rela-
tionships, however, this part does 
apply. 

(6) Apply to classified technical data. 
After declassification, however, dis-
semination of such data that are with-
in the scope of § 250.2(a)(1) is governed 
by this part. 

§ 250.3 Definitions. 
(a) Qualified U.S. contractor.1 A pri-

vate individual or enterprise (herein-
after described as a ‘‘U.S. contractor’’) 
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